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Data Privacy Notice for Health Care Professionals 

 
Mirum Pharmaceuticals, Inc. (hereinafter “Mirum”) as the Controller of the personal data, is committed to 
comply with the General Data Protection Regulation (GDPR) and all applicable laws and regulations regarding 
data protection. All information that you provide, or that we collect, in connection with your consent for 
communication, is governed by our Privacy Policy, available at https://mirumpharma.com/privacy-policy/ 
 
Mirum has either received Personal Data about you from a third-party provider, which maintains an 
updated database of contact details of healthcare professionals in your country or collects Personal Data about 
you following interactions with our medical and/or commercial company representatives. This statement 
explains how Mirum processes your Personal Data, how you can contact Mirum with inquiries or complaints, 
and how you can access, modify, or delete your Personal Data. 
 
Mirum treats your Personal Data in a confidential manner and uses at least the same level of care in 
safeguarding that it uses with its own confidential information of similar nature. Your personal data are 
contained behind secured networks and are only accessible by a limited number of persons who have special 
access rights to such systems and are required to keep the information confidential.  
 
We are a global business. As a result, where necessary for the purposes identified, the data we collect from you 
may be transferred to, and stored at, any of our locations, which may be inside or outside the European 
Economic Area ("EEA").   
 
Our primary servers are in data centers and/or cloud based. Our Staff may be required to have access to your 
data to respond to your information requests or provide support services, among other things. Data may also be 
shared with our vendors that may be located outside EU/EEA, UK or Switzerland. In any case, Mirum will 
ensure that the recipient is located in an adequate country, or if it is not the case, appropriate safeguard will be 
put in place. This will allow to ensure that the transfer of your data outside EEA/UK/Switzerland is made in 
compliance with applicable laws, and that your Personal Data will be properly protected by the recipient of the 
data. 
 
This appropriate safeguard may take the form of standard contractual clauses integrated in an intra-group data 
sharing agreement set up between our entities worldwide, or in contracts with our vendors. 
 
Your Personal Data you provided for e-email communication shall be stored until the consent has been 
withdrawn and will not be retained in an active database for longer than three (3) years from the last use of such 
Personal Data, unless different time period is required per country law or your consent for additional storage has 
been obtained, or if Mirum is subject to statutory obligations to provide such Personal Data after the 
abovementioned period, or such is required in furtherance of the defense of a legal claim. 
 
According to the GDPR, you have the following rights: obtaining and accessing information regarding the 
processing of your personal information; asking to have your incorrect or incomplete data rectified; requesting 
that we erase your personal information in certain circumstances; objecting to, and requesting that we restrict, 
our processing of your Personal Data; requesting the receipt or the transfer to another organization, in a 
machine-readable form, of your personal data; withdrawing your consent at any time when this is the legal basis 
to process your data; not being subject to automated individual decision-making; and lodging a complaint with 
the relevant data protection authority if you think any of your rights have been infringed by us. We can, on 
request, tell you which data protection authority is relevant to the processing of your personal information. 
 
Please note that there are exceptions to these rights and in some circumstances, we are legally entitled to refuse 
your request to exercise your rights. Generally, this is when your attempt to exercise your rights infringe on 
another individual’s rights. 
 
If you have any questions about your rights or would like to exercise them, please contact us via email at 
mirum.dpo@mydata-trust.info. 
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